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Adding Governance to the NIST Cybersecurity Framework 
What you need to know. 

 
UWF Florida Cybersecurity Training Program 

Offered by the University of West Florida Center for Cybersecurity 

Course Overview 

Course / Tabletop Exercise Dates: October 14, 2024 
Tabletop Exercise Times:  

• 8 am – 4 pm CT with break from 11:30 am – 12:30 pm CT 
• (9 am – 5 pm ET with break from 12:30 – 1:30 pm ET) 

Duration: 1 day  
Instructional Hours: 7 contact hours 
Delivery Format: Synchronous online (tabletop exercises) | via Zoom 
Target Audience: IT/Cyber practitioners, planners, managers, executives. 
Recommended Background: Working knowledge of IT.  
CEUs: 0.7, CPEs: 9 
Course Instructor(s): 

Instructor Email 
Guy Garrett, M.S., M.B.A. ggarrett@uwf.edu 
Paula deWitte, Ph.D., J.D. pdewitte@uwf.edu 

Course Description 

This exercise focuses on the use of the NIST Cybersecurity Framework to guide policy, 
procedure, and practice. It will include material from version 2.0, which incorporates governance 
into the framework’s core. Attendees will have an opportunity to evaluate real-world examples of 
cybersecurity scenarios and apply the functions, categories, and sub-categories to create 
solutions.    


