
CompTIA PenTest+ PT0-002 Exam Prep

UWF Florida Cybersecurity Training Program
Offered by the University of West Florida Center for Cybersecurity

Course Overview

Course Dates: January 22 - March 22, 2024
Duration: 9 weeks
Estimated Time Commitment: 20 hours per week (May need more time depending on your
background and experience)
Instructional Hours: 40 contact hours
Delivery Format: Asynchronous online
Target Audience: IT and Cybersecurity practitioners
Required Prerequisites / Background: Network+, Security+, or equivalent knowledge.
Minimum of 3-4 years of hands-on information security or related experience. While there is no
required prerequisite, PenTest+ is intended to follow CompTIA Security+ or equivalent
experience and has a technical, hands-on focus.
CEUs: 4, CPEs: 48
Course Instructor(s):

Instructor Email
Connar McCasland cmoore4@uwf.edu

Course Description

The CompTIA PenTest+ will certify the successful candidate has the knowledge and skills
required to plan and scope a penetration testing engagement, including vulnerability scanning,
understanding legal and compliance requirements, analyzing results, and producing a written
report with remediation techniques.

NIST NICE Cybersecurity Workforce Framework Mapping

The course prepares for the following cybersecurity work roles as defined by the NICE
Cybersecurity Workforce Framework.

Cybersecurity Work Roles and Categories:
● Cyber Defense Incident Responder (Protect & Defend, PR-CIS-001)
● Vulnerability Assessment Analyst (Protect & Defend, PR-VAM-001)
● Security Control Assessor (Securely Provision, SP-RSK-002)
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