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Course Overview

Course Dates: April 8 - June 7, 2024
Duration: 9 weeks
Estimated Time Commitment: 20 hours per week (May need more time depending on your
background and experience)
Instructional Hours: 40 contact hours
Delivery Format: Asynchronous online
Target Audience: IT and Cybersecurity practitioners
Required Prerequisites / Background: Recommended a minimum of ten years of general
hands-on IT experience, with at least five years of broad hands-on security experience.
CEUs: 4, CPEs: 48
Course Instructor(s):

Instructor Email
Connar McCasland cmoore4@uwf.edu

Course Description

The CASP+ covers the technical knowledge and skills required to architect, engineer, integrate,
and implement secure solutions across complex environments to support a resilient enterprise
while considering the impact of governance, risk, and compliance requirements.

NIST NICE Cybersecurity Workforce Framework Mapping

The course prepares for the following cybersecurity work roles as defined by the NICE
Cybersecurity Workforce Framework.

Cybersecurity Work Roles and Categories:
● Cyber Policy and Strategy Planner (Strategic Planning and Policy, OV-SPP-002)
● Information Systems Security Manager (Cybersecurity Management, OV-MGT-001)
● Security Architect (Systems Architecture, SP-ARC-002)
● Cyber Defense Incident Responder (Incident Response, PR-CIR-001)
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